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Reliable and trustworthy event-notification via V2X

• Traffic jam detection by incoming V2X messages 

(CAMs for vehicles within traffic jam)

→ Need for trustworthy and low-latency 

message authentication

System model

• RF-Frontend suffers from intrinsic impairments which 

can be exploited for transmitter identification.

• Channel estimation would eliminate impairments.

• Hypothesis: channel has a high influence, which 

makes fingerprinting with impairments not feasible.

Monte Carlo simulation

• Simulation of multiple transmitters (1000)

• Impairments follow a Normal distribution and are 

sampled per transmitter

• QAM4 modulated signal

• Different channels: ideal, AWGN, Rician (line-of-sight 

fading)

• Varying standard deviation of impairments

Feature extraction from IQ signal (machine learning)

• Time Domain

• Statistical

• Frequency Domain

• IQ-Features

→ multi dimensional feature set passed to multi-layer 

perceptron (neural network)

→ generate baseline classification

• Transient

• Phase Noise

• Non-Linearities

Transmitter classification with 

multi layer perceptron (MLP)

Decreasing standard deviation:

• AWGN and Ideal channel almost 

maintain performance

• Rician channel has big impact on 

classification performance

Future approach for RF Fingerprinting

• Problem of evaluation: not feasible to 

measure many thousand devices 

→ Data augmentation

• Artificially “enhancing” impairments

• Integration of cryptographic schemes 

into PHY-layer authentication
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